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Mr. Chairman, I want to thank you for holding this hearing to further explore the ramifications of REAL ID on States, on security, and on privacy, as well as the proposal that I, along with Senator Voinovich, Carper, Tester, Burris, and other Members, have put forward to fix REAL ID.

I have been a long-time opponent of REAL ID due to concerns about protecting individuals’ privacy, as well as the States’ inability to implement the burdensome program.  REAL ID calls on States to collect and electronically store individuals’ personal records when issuing licenses and to share that information with every Department of Motor Vehicles nationwide.  This effectively would create a national database containing massive amounts of personal information.  

During the last Congress, I chaired two hearings on REAL ID where it became clear that it was simply not workable.  Some of the data systems do not yet exist because so many States have balked at the high costs and privacy implications of creating such a system.  If REAL ID is implemented, these databases could provide one-stop shopping for identity thieves and become the backbone for a national identification card.

We must act to fix REAL ID.  States simply still cannot afford the $4 billion it would take to implement REAL ID.  Over a dozen States have already refused to comply, and several more, like Hawaii, have expressed serious concerns with the program.  Without the participation of all States, there will be only a patchwork system for identification security, which means no real security at all. 

The bill I am proposing, S. 1261, the Providing for Additional Security in States’ Identification Act of 2009, or PASS ID Act, represents a pragmatic approach to resolving many of the most troubling aspects of the REAL ID Act.  I worked closely with stakeholders, many of whom are here today, representing a broad range of views, to develop this practical alternative to REAL ID.

The PASS ID Act does exactly what the 9/11 Commission recommended: it sets strong security standards for the issuance of identification cards and driver’s licenses.  What it does not do is go far beyond that recommendation by requiring the collection of Americans’ personal information and storing it in a centralized repository accessible by any State DMV.  

Perhaps the most important improvement in our bill is the removal of the mandate that States share all of their driver’s license data with each of the other States.  This provision created a clear threat to the privacy of all Americans’ personal information, posed a great risk for identity theft and fraud, and raised the specter of a national database of all Americans’ personal information.

The bill requires States to protect electronic information and, for the first time, any machine readable data stored on identification cards and driver’s licenses themselves ensuring it is only used for its intended purposes.  
Another change that I want to highlight is the clarification of Americans’ right to travel on commercial aircraft and to enter Federal buildings.  The current law restricts these rights by requiring a REAL ID compliant ID to board commercial aircraft and to enter federal buildings.  

In this country, we cherish the right to travel and the right to petition the government.  Americans should not be denied boarding an aircraft or denied entry to most federal buildings solely because they have lost, or do not have, their identification.  Instead, such situations should be resolved through additional security screening or other inquiries as needed, as is currently TSA policy and is the case with every other type of security risk.  

As important as what would change with PASS ID is what would not change.  Individuals would still need to prove that they are lawfully present in the United States, individuals would only be allowed one compliant identification to be used for official purposes, and individuals would need to present the same sources of identifying documents to obtain a compliant license.

This compromise bill does not address all of my concerns with REAL ID.  I know that others are disappointed that it does not address all of their concerns.  However, the reality that we face right now is that in less than a year, States will be required to comply with a law that is overly burdensome and unworkable.  We cannot let the perfect be the enemy of the good, especially when we are working to address a seriously flawed law already on the books.

To date, the Department of Homeland Security, the National Governors Association, National Conference of State Legislatures, the Center for Democracy and Technology, and several law enforcement organizations have endorsed PASS ID.  I hope we will move swiftly to ensure its enactment and provide some clarity to States facing REAL ID implementation deadlines.  

As always, my goal remains to protect both the security needs and the privacy rights of all Americans, and I will continue to work closely with the Department of Homeland Security to ensure that individual rights and liberties are fully protected during the implementation of PASS ID.

I thank you again, Chairman Lieberman and Ranking Member Collins, for agreeing to hold this hearing.  I ask that my full statement from the introduction of PASS ID be included in this hearing’s record.
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